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ATTESTATION CERTIFICATE

This document is intended to meet the requirements set forth in Military Rules of Evidence Rule

902(11), addressing certified records of regularly conducted activity.

I swear or affirm that each of the following is true regarding the attached records, to the best of

my knowledge and belief:

1. I am the custodian of these records, or I am an employee familiar with the manner and
process in which these records are created and maintained, by virtue of my duties and

responsibilities;

2. The records were made at or near the time of the occurrences of the matters set forth by

or from information transmitted by, people with knowledge of these matters;

3. The records were kept in the course of regularly conducted business activity;

4. It was the regular practice of the business activity to make the records; and

5. The records are a true, accurate, and complete copy of the original documents.

List of attached records:

INDOC-COMINT-29 Jan 10.pdf (1 Page)
JCAVS Report - 26 May 201 0.pdf (2 Pages)

SCI Packet - Jan 2009.pdf (22 Pages)

Organization

Business Telephone

(b) (7)(C)

Business Address
P- ioooo, iot*Kth Pt

Subscribed and sworn to before a notary public, this ^ day of H^> ,20 /J .

Notary Public My commission expires on;
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REQUESTOR PRIVATE MEDICAL INFORMATION
For use of this form t see AF 40*65; the proponent agency is the OTSG 20090122

2. Patient s Name and SSN.

Bradley E, Manning

b) (7)fC)

3. Medical Treatment Facility (Name and Location)

Connor Troop Medical Clinic

4. Reason for Request.

In accordance with AR3&0-67, paragraph 2-2O0. the individual listed above requires a medical records review.

5. Private Medical information Sought { Specify dates of hospitalization or clinic visits and diagnosis, if known)
Copies of health record documents, or complete summaries, including dates and details, which may have a beating on the individual's

suitability to hold a security clearance The review of medical records should include, but not be limited to:

1. Habitual or excessive use of intoxicants.

2. Drug abuse.

3. Sexual perversion.

4. Any illness, metal condition, instability, nervous condition or history of fainting, seizure, or loss of consciousness which, with due regard to

the transient or continuous effort of the condition, may in the opinion of competent medica; authority cause significant defect in the judgment

or reliability of the individual.

5. History of treatment, rehabilitation or recuperation from these conditions previously indicated.

A MEDICAL OPINION CONCERNING THE INDIVIDUAL'S SUITABILITY TO HOLD A SECURITY CLEARANCE IS NEITHER
SOLICITED NOR DESIRED. THAT DETERMINATION WILL BE MADE BY U,S. ARMY SECURITY ADJUDICATORS BASED
UPON ALL AVAILABLE INFORMATION,

6 Requestor's Name. Title, Organization and SSN

Kyle S, Balonek, Brigade Security Manager
nCT 10th MTTsl DIVHHC. 2

FOR USE OF MEDICAL TREATMENT FACILITY ONLY.

7. Cneck applicable box.

tJ< Approved Disapproved (State reason for disapproval)

a. Summary of Private Medical Information Re;easea

CHECK AS APPROPRIATE:

No adverse medical information found

Copies of adverse medical information is attached.

A summary of adverse medical information follows (continue on attached sheet if necessary).

Da FORM 4254, FEB 2003

10. Date (YYYYMMDD}

L^Xn^wpsata^2r-^wov 91 , is obsolete.
APD Pfc V1.01
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SCI PRE-INDOCTRINATION SCREENING INTERVIEW

1. The following questions will be answered by the nominee. Responses to these

questions should cover the period of time from the date you last had a screening

interview, special background investigation [SBI], or single scope background

investigation [SSBI].

a. Has there been any change in your marital status? |0

b. Has there been any change in the citizenship ofyour spouse? kJo

c. Have you had any involvement with either civilian or military law ^q
enforcement agencies? [i.e. traffic tickets, article 15's, letter of

reprimands, etc.]?

d. Have you had any treatment or experiences involving stress, nervous ]00
disorders or counseling?

e. Have you experimented with or otherwise used any controlled substances (OQ
[i.e. marijuana, cocaine, crack, etc.]?

f. Have you had any alcohol related incidences [i.e. DUI/DWI, drunk in ^Jo
public, etc]?

g. Have you experienced any financial problems [i.e. bankruptcy, accounts in jJq
. collections, bounced checks, etc.]?

h. Have you formed any close associations with people or organizations of

foreign nationality or of questionable loyalty to the US or its allies? Wo

i. Are there any incidents which might make you subject to blackmail [i.e. \\10
fraud, extra-marital affairs, etc.]?

2. I certify that since my last screening interview that the answers to the above questions

are true to the best ofmy knowledge. I have not intentionally provided incorrect and

misleading information. If any of the above questions change at any time, I will

notify the SSO immediately.

Name: mflMhWG, SRPPL£N

Signature: ^Z^<^ v

Date: JfttJ

o

SL )C FOR OFFICIAL USE ONLY
CO ^ Law Enforcement Sensitive



0028-10-CID221-10117

DEPARTMENT OF THE ARMY
HEADQUARTERS, 10

th MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-rN-ACoSG2 DATE 33

MEMORANDUM FOR 10'" MTN Special Security Office [SSO]

SUBJECT: SCI Security Awareness and Defense Travel Briefing.

1. References:

a. DoD S-51 05.21 -M-l, SCI Admin Security Manual, AUG 98

b. AR 380-28, DA Special Security System, AUG 97

2. IAW references above, I have read the SSO 10
th MTN "security awareness

briefing" and understand the policy and procedures for the use and protection

of Sensitive Compartmented Information Facility [SCIF]. Any specific

questions concerning the use of protection of SCI not outlined in the briefing

will be directed to the SSO for clarification.

3. I have also reviewed the Defense Travel Security Briefing and understand my
responsibility to report all official or unofficial foreign travel to my security

manager or the special security office.

4. As outlined in reference A above, my review of these documents meets the

annual requirement for security Awareness and Defense Travel Briefing for

SCI-Indoctrinated personnel.

5. A copy of this memorandum will be maintained in the SSO for two years after

the date ofmy SCI debrief or departure from this organization.

6. POC for this action is the 10
th MTN SSO at DSN 772-8084

Name: [^ift^TMG, BfeftPlSW £VUJ*&V

Signature:

7* * ^
FOR OFFICIAL USE ONLY

Law Enforcement Sensitive
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M. Employee Outside Activities. Potential conflicts with an individual
5

s

responsibility to protect SCI material may arise from outside employment or

other outside activity from contact or association with foreign nationals. In cases

where such employment or association has resulted in a suspected or established

compromise of SCI, the local SCI security official and supporting Counter-

intelligence activity must be advised immediately. Involvement in non-U.S.

government employment or activities that rise potential conflicts with an

individual's responsibility to protect classified information is of security concern

and must be evaluated by an ASI security official to determine whether the

conflict is of such a nature that SCI access should be denied or revoked.

Individuals who hold or are being considered for SCI access approval must report

in writing to the local SCI security official any existing or contemplated outside

employment or activity that appears to meet the criteria listed below. In addition,

initial or updated personal history statements must include details of outside

employment or activities.

1. Employments that must be reported includes compensated or volunteer service

with any foreign national; with a representative of any foreign interest; or with

any foreign, domestic or international organization or person engaged in analysis,

discussion, pr publication of material on intelligence, defense, or foreign affairs.

2. Continuing association with foreign nationals must be reported.

3. When an individual's outside employment or activity raises doubt as to an

individual's willingness or ability to safeguard classified information, he or she

will be advised that continuing that employment or activity may result in

withdrawal of SCI access and be given an opportunity to discontinue. If the

individual terminates the outside employment or activity of security concern, his

or her SCI access approval may be continued provided this is otherwise consistent

with national security requirements.

4. DoD SCI-indoctrinated individuals will have paragraph M made available to them

for reading during SCI Indoctrination. Annual security education will advise

individuals to report in writing to their local SCI security officer any existing or

contemplated outside employment or activity that appears to meet the above

criteria. Written reports must be submitted before accepting outside employment
or activity.

Name: PlO-l^q^Cr, Sites' EP^ftftP

Signature:

Date: 9^

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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PRE NONDISCLOSURE EXECUTION BRIEFING

Sensitive Compartmented Information [SCI] is data about sophisticated technical systems

for collecting intelligence and information collected by those systems. SCI systems

require a large number of people to research, develop, build, and operate the collection

systems. The products of these systems are analyzed and produce accurate, detailed

intelligence by senior planners and policy makers.

Communications Intelligence [COMINT], as defined by 18 U.S.C. 798, is the classic

example of SCI, and normally is derived from intercepted communications. The

unauthorized disclosure ofCOMINT can revel to the target countries which of its

messages are being intercepted and which ones are being read. If the targeted country

implements countermeasures, no further intelligence can be expected from that source

and by that method. More devastating than countermeasures are deception operations

which provide misleading or false data that can result in us U.S. foreign and defense

policies based on misleading data. The cost to replace such systems is enormous.

SCI systems encompass activities and information of extraordinary sensitivity and

fragility requiring extensive security. Security for SCI is based on restricting access to

person who has a clearly established official need for hat information, and who meet

rigorous and stringent personnel security criteria. Persons cleared for confidential, secret,

or even top secret information are not eligible by virtue of those clearances for access to

SCI. Furthermore, a person does now have access to SCI because of rank or position.

The security of SCI depends on distinctive security markings, restricted handling and

dissemination controls, segregating information and programs to further restrict access,

and maintaining SCI material found in "Control Facilities" which have a stringent

physical and procedural barrier and secure means of transmitting SCI.

Persons indoctrinated for SCI accept certain responsibilities and restrictions in a most

explicit way. As a condition of access, and individual signs a nondisclosure agreement

which is contractual agreement between the government and the individual. This

agreement should be read carefully before singing because it states obligations imposed

on the individual and the government. Also, because of an individual's knowledge and

access to SCI and individual may be denied travel to activities which are deemed

Hazardous. Willful disclosure of SCI to unauthorized individuals, compromise or

security violations constitute criminal or administrative offenses that may result in

prosecution or administrative action. Once indoctrinated it is individual's responsibility

to become knowledgeable of the security procedures and practices for SCI.

Name: frQU^tMC?^ feftftPUL*/ gpCjftgp

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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AUTHORITY:

SENSITIVE COMPARTMENTED INFORMATION NONDISCLOSURE STATEMENT

PRIVACY ACT STATEMENT

EO 9397, November 1943 (SSN).

PRINCIPAL PURPOSE(S) : The Information contained herein will be used to precisely identify individuals when it

is necessary to certify their access to sensitive compartrnented information.

ROUTINE USE(S) :

DISCLOSURE:

Blanket routine uses, as published by Defense intelligence Agency in the Federal

Register.

Voluntary; however, failure to provide requested information may result in delaying

the processing of your certification.

SECTION A

An Agreement Between and the United States.

(Printed or Typed Name)

1. Intending to be legally bound, I hereby accept the obligations

contained In this Agreement in consideration of my being granted

access to information or material protected within Special Access

Programs, hereinafter referred to in this Agreement as Sensitive

Compartrnented Information (SCI). I have been advised that SCI
involves or derives from intelligence sources or methods and is

classified or in the process of a classification determination under the

standards of Executive Order 12356 or other Executive order or

statute. I understand and accept that by being granted access to SCI,

special confidence and trust shall be placed in me by the United States

Government. B£(^

2. I hereby acknowledge that I have received a security

indoctrination concerning the nature and protection of SCI, including

the procedures to be followed in ascertaining whether other persons to

whom I contemplate disclosing this information have been approved

for access to it, and I understand these procedures. I understand that I

may be required to sign subsequent agreements upon being granted

access to different categories of SCI. I further understand that all my
obligations under this Agreement continue to exist whether or not I

am required to sign such subsequent agreements. B£fV\

3. I have been advised that unauthorized disclosure, unauthorized

retention, or negligent handling of SCI by me could cause irreparable

injury to the United States or be used to advantage by a foreign

nation. I hereby agree that I will never divulge anything marked as

SCI or that I know to be SCI to anyone who is not authorized to

receive it without prior written authorization from the United States

Government department or agency (hereinafter Department or

Agency) that last authorized my access to SCI. I understand that It is

my responsibility to consult with appropriate management authorities

In the Department or Agency that last authorized my access to SCI,

whether or not I am still employed by or associated with that

Department or Agency or a contractor thereof, in order to ensure that

I know whether information or material within ray knowledge or

control that I have reason to believe might be SCI, or related to or

derived from SCI, is considered by such Department or Agency to be

SCI. I further understand that I am also obligated by law and
regulation not to disclose any classified information or material in an

unauthorized fashion . g
4. In consideration of being granted access to SCI and of being

assigned or retained in a position of special confidence and trust

requiring access to SCI, I hereby agree to submit for security review

by the Department or Agency that last authorized ray access to such
information or material, any writing or other preparation in any form,

including a work of fiction, that contains or purports to contain any
SCI or description of activities that produce or relate to SCI or that I

4. (Continued) have reason to believe are derived from SCI,

that I contemplate disclosing to any person not authorized to have

access to SCI or that I have prepared for public disclosure. I

understand and agree that ray obligation to submit such preparations

for review applies during the course of ray access to SCI and

thereafter, and I agree to make any required submissions prior to

discussing the preparation with, or showing it to, anyone who is not

authorized to have access to SCf. 1 further agree that I wiU not

disclose the contents of such preparation to any person not

authorized to have access to SCI until I have received written

authorization from the Department or Agency that last authorized

my access to SCI that such disclosure is permitted.

5. I understand that the purpose of the review described in

paragraph 4 is to give the United States a reasonable opportunity to

determine whether the preparation submitted pursuant to paragraph

4 set forth any SCI. I further understand (hat the Department or

Agency to which I have made a submission will act upon them,

coordinating within the Intelligence Community when appropriate,

and make a response to me within a reasonable time, not to exceed

30 working days from date of receipt.
60*1

6. I have been advised that any breach of this Agreement may

result in the termination of my access to SCI and removal from a

position of special confidence and trust requiring such access, as

well as the termination of my employment or other relationships

with any Department or Agency that provides me with access to

SCI. In addition, I have been advised that any unauthorized

disclosure of SCI by me may constitute violations of United States

criminal laws, including the provisions of Sections 793 , 794, 798,

and 952, Title 18, United States Code, and of Section 783(b). Title

50, United States Code. Nothing in this Agreement constitutes a

waiver by the United States of the right to prosecute me for any

statutory violation , ££0}

7. I understand that the United States Government may seek

any remedy available to it to enforce this Agreement, including, but

not limited to, application for a court order prohibiting disclosure of

information in breach of this Agreement. I have been advised that

the action can be brought against me in any of the several

appropriate United States District Courts where the United States

Government may elect to file the action. Court costs and reasonable

attorneys' fees incurred by the United States Government may be

assessed against me if I lose such action.

8. I understand that all information to which I may obtain

access by signing this Agreement is now and will remain the

property of the United States Government unless and until otherwise

determined by an appropriate official or final ruling of a

^DD FORM 1847-1, DEC 91 (EG) PREVIOUS EDITIONS ARE OBSOLETE. Designed using Perform Pro. WHS/OIOR, Jun 94

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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8, (Continued) court cf law. Subject to such determination. I

do not now, nor will I ever, possess any right, interest, title or
claim whatsoever to such information. 1 agree that I shall return all

materials that may have come into my possession or for which I am
responsible because of such access, upon demand by an authorized

representative of the United States Government or upon the

conclusion of my employment or other relationship with the United

States Government entity providing me access to such materials. If

I do cot return such materials upon request, I understand this may
be a violation of Section 793, Tide 1$. United Stales Code. ^

9, Unless and until I am released in writing by an authorized

representative of the Department or Agency that last provided me
with access to SCI* I understand thai all the conditions and
obligations imposed upon me by this Agreement apply during the

time I am granted access to SCI, and at all times thereafter,
JJjyv^

10, Each provision of this Agreement is severable. If a court

should find any provision cf this Agreement to be unenforceable, all

other provisions of this Agreement shall rexnain In full force and

effect* This Agreement concerns SCI and does not set forth such
ether conditions and obligations not related to SCI as may now or
hereafter pertain to my employment by or assignment or relationship

with the Department or Agency. BZ/^

1L These restrictions are consistent With and do not supersede

conflict with ut otherwise alter the employee obligations, rights, or

liabilities created by Executive Order 12356; Section 7211 of Title

5. United Slates Code (guverninE disclosures to Congress): Section

1034 of Title 10, United States Code, as amended by the Military

Whiatlebbwer Protection Ad (governing disclosure to Congress by
members of the military); SecLion 2302(b)(8) of Title 5, United
States Code, as amended by the Whistlebiower Protection Act

11, (Continued) (governing disclosures of illegality, waste, fraud,

abuse or public health or safety' threats); the Intelligence Identities

Protection Act of 1982 (50 USC 421 et seq,) (governing disclosures

thai could expose confidential Government agents), and the statutes

which protect against disclosure that may compromise the national

security, including Section 641. 793, 794, 798, and 952 of Title 18,

United States Code, and Section 4(h) of ihe Subversive Activities Act

of 1950 (50 USC Section 7830))* The definitions, requirements,

obligations, rights, sanctions and liabilities created by said Executive

Order and listed statutes are incorporated into this agreement and are

controlling, ^C/^l

. 12 . I have read this Agreement carefully and ray questions, if any.

have been answered to my satisfaction, 1 acknowledge that the

briefing officer has made available Sections 793, 794 T 798, and 952 of

Title 18, United States Code, and Section 7&3(b) of Title SO, United

States Code, and Executive Order 12356, as amended, so that I may
read them at this time, if I so choose, O

13. i hereby assign to the United States Government all rights, title

and interest, and all royalties, remunerations, and emoluments that

have resulted, will result, or may result from any disclosure,

publication, or revelation not consistent with the terms of this

Agreement. Bffri

14. This Agreement shall be interpreted under and in conformance

with the laws of the United Stales,
lj£ft

15. I malce this Agreement without any mental reservation or

purpose of evasion. ^£ |^

16. TYPED OR PRINTED NAME (Last, First, Middle Initial,

20. ORGANIZATION
HHC> Sov a&cT torn iwivi piv;

17. GRADE/RANKfSVC

£3 /pfc
TT
(b) (7)(C)

SECURITY NO. ! 19. BILLET NO. (Options/)

21. SIGNATURE 122. DATE SIGNED
(VYMMDD)

FOB USE BY MILITARY AND GOVERNMENT CIVILIAN PERSONNEL

5EGTFON B

The execution of this Agreement was witnessed by the undersigned, who accepted it on behalf of the United States

Government as a prior condition of access to Sensitive Compartniented Information.

3* TVPFn no peiNTPn njimf (Lasr, First, Middle initial} 24 . ORGANIZATION

2&. DATE SIGNED
(YYMMDO}

FOR USE BY CONTRACTORS/CONSULTANTS/NON-GOVERNMENT PERSONNEL

SECTION C

The execution of this Agreement was witnessed by the undersigned.

27. TYPED OR PRINTED NAME (last. First, Middle Initial) 28. ORGANIZATION

29. SIGNATURE 30. DATE SIGNED
(YYMMDD)

SECTION D

This Agreement was accepted by the undersigned en behalf cf the United States Government as a prior condition of access

to Sensitive Compartmented Information.

31. TYPED OR PRINTED NAME (last. First, Middfe initial) 32, ORGANIZATION

33. SIGNATURE 34. DATE SIGNED
(YYMMDD)

DD FORM 1847-1, DEC 91 (BACK)

FOR OFFICIAL USE ONLY
Law Enforcement Sensiftn
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t0. These restrictions are consistent with and do not supersede, conflict with or otherwise after the employee obligations,

rights or .liabilities created by Executive Order 12356; Section 7211 of Title 5, United States Code (governing disclosures to

Congress); Section 1034 of Title 10, United States Code, as amended by the Military Whistleblower Protection Act {governing

disclosure to Congress by members of the military); Section 2302(b)(8) of Title 5, United States Code, as'amendecf by the

Wbistleb lower Protection Act (governing disclosures of iflegafity. waste, fraud, abuse or public health or safety threats); the

Intelligence identities Protection Act of 1£82 (50 U.S.C, 421 et seq.) (governing disclosures that could expose confidential

Government agents), and the statutes which protect against disclosure that may comprorr ise the national security, including

Sections 641, 793, 794, 798 , 852 and 1924 of Title 18, United States Code, and Section 4{b) of the Subversive Activities

Act of 1950 (50 U.S.C. Section 783(b)). The definitions, requirements obligations, rights, sanctions and liabilities created

said Executive Order and listed statJtes are incorporated into this Agreement and are controlling.

11, 1 have read this Agreement carefully end my questions, if any, have been answered, f acknowledge that the briefing

officer has made available to me the Executive Order and statutes referenced in this Agreament and its irn piem anting

regulation (32 CFR Section 2033,20) so that I may read tham at this time, if I so choose.

DATE SOCIAL SECURITY NUMBER

!b) (7)(C)

QRGAN'ZATFON (IF CUIVTRACTQF*, LICENSEE, GRANTEE OR AGENT, PROVFDE: NAME, ADD.R.ES3, AND, IF APPLICABLE, FEDERAL SUPPLY CODE NUMBER)
(Type or Print)

toy \^uo'cX

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED BY
THE UNDERSIGNED.

THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
BEHALF OF THE UNITED STATES GOVERNMENT,

SIGNATURE DATE SIGNATURE DATE

NAME ANQlAOQRE§syType or print) NAME AND ADDRESS (Type or pnnt)

Baionck, Kyle J

10100 N. Rive Ridge Loop

FT. Drum, MY 13601

h\ (7\/r\

I0IO0 N, Riva Ridge Loop
FT. Drum. NV13601

SECURITY DEBRIEFING ACKNOWLEDGMENT
? reaffirm that the provisions of the espionage laws, other federal criminaf laws aid executve orders applies bio tc the safeguarding of classified

information have been made available to me; that I have returned all classified information In my custody; that f win not communicate or
transmit classified Information to any unauthentic! person or organization; that I will promptly report to the Federal Bureau of Investigation any
attempt by an unauthorized person to solicit classified Information, and that I (have) (have not) (strike out inappropriate word or words)
received a security debriefing.

SIGNATURE CF EMPLOYEE

NAME OF WITNESS (Type or print)

DATE

SIGNATURE OF WITNESS

NOTICE; The Privacy Act, 5 U.S.C, 552a, requires that federal agencies inform in^viduals, at the time Information is solicited from them, whether trie

disclosure is mandatory or voluntary, by what airthcrlty such information s solicited, aid what uses will be made of the information. Yoj are hereby
advised that authority for soliciting your Socraf Security Account Number (SSN) is Executive Order 9307. Your SSN will be used to identify you
precisely when ft is necessary to 1} certify that you have access to the information indicated above or 2) determine that your access to the
information indicated has terminated. Although disclosure of your SSN is not mandatory, your failure to do so may impede trie processing of
such certifications or determinations, or possihJy result in the denial of your beJng grantad access to classified Information.

NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT,

STANDARD FORM 31 Z BACK (REV. VDO)

APO PE vl.00

FOR OFFICIAL USE ONLY
Law Eifor-errBnt Sensitive
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 10

th MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-LF-I DATE £^ 3^ °^

MEMORANDUM FOR 10
m MTN Special Security Office [SSO]

SUBJECT: Personal Attestation upon the Granting of Security Access.

1. I, RftftPlSW epu/ftftp ftlftf/PTU^ , accept the

responsibilities associated with being granted access to Classified National

Security Information. I am aware of my obligation to protect classified

national security information through proper safeguarding and limiting access

to individuals with the proper security clearance and the need to know. I

further understand that, in being granted access to classified information, a

special confidence and trust has been placed in me by the United States

Government.

2. This form will be placed in the individuals security folder and maintained

IAWAR 380-67

Name:

Signature:

Witness:

Name: Stark, Loren,

Signature:

'

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 10

th MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-IN-ACoSG2 DATE Qs£ TftWt

MEMORANDUM FOR 10
th MTN Special Security Office [SSO]

SUBJECT: Personal Attestation of Receiving Access Card and/or Picture Badge.

1. I,
mft^f^eKtVDfJCy CptUfiKP

, have been issued

A 10
th
Mountain Division [LI] SCIF Access Card with personalized PIN

Code. I understand that this card and pin code are accountable items and can not

be given to, or shared with, any other person. I understand all transactions

involving this SCIF Access Card are to go through the SSO directly, and

immediately. I understand that returning the SCIF Access Card to the SSO is part

of the mandatory out-processing requirements.

A 10
th
Mountain Division [LI] Picture Badge. I understand that this

Badge is to be displayed in SCIF areas only, or T-SCIF areas during exercises. I

understand that the Picture Badge is only a reflection of the Access Roster

maintained by the SSO and is to be returned to the SSO as part of the mandatory

out-processing requirements.

2. I understand failure to comply will delay in-processing gaining unit and may
complicate obtaining accesses through gaining unit.

3. This form will be placed in the individuals security folder and maintained

IAWAR 380-67

Name:

Signature:

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 1

th MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-IN-ACoSG2 DATE 23 JfiMO*}

MEMORANDUM FOR 10
m MTN Special Security Office [SSO]

SUBJECT: Special Intelligence [SI] and Talent Keyhole [TK] Briefings

L I, B£ftPUrt £pt*MKp rntVJ UTtJ&
,
acknowledge that the

10
th MTN DIV [LI] SSO has made available to me: The Special Intelligence

[Sr] and Talent Keyhole [TK] briefings during my Sensitive Compartmented

Information [SCI] Indoctrination Briefing.

2. This form will be placed in the individuals security folder and maintained

IAWAR 380-67

Name: PnR^^ UJG g ftfrpL£ ^ f pu^ftRp

Signature:

Witness:

FOR OFFICIAL USE ONLY
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SENSITIVE COMPARTMENTED INFORMATION
INDOCTRINATION MEMORANDUM

This memorandum records the fact that I was briefed on this date on the following Sensitive Compartmented Information

(SCI) Special Access Program(s) (Use Unclassified Indicators Only):

Authority (optional):

The need for special protection of this material was made known to me, and 1 was reminded that my access to this material

is governed by the terms of the SCT Nondisclosure Agreement that J signed.

SignatuW"*'

Printed/Typed Name (Last, First, Middle Initial)

Pre / £3
Rank/Grade Jate of IndoctrinationDate

(YY, MM. DD)

Hue &%cr iQMnJ PxV
Organization

(b)(6)

SSN (See Notice Below)

Billet Number

I certify'- thanthe above briefing presented by me was in accordance with relevant SCI procedures.

62a
Organization

de^ra J
Printed/Typed Name (Last, Birst, Middle Initial) Date of Briefing

afta 1 79i
ieflngCY^MM^D)

Notice; The Privacy Act, 5 tj.S«C. 552a, requires that federal agencies inform individuals, at the time information is

solicited from them, whether the disclosure is mandatory or voluntary, by what authority such information is solicited, and
what uses will be made of the information. You are hereby advised that authority for soliciting your Social Security

AccountNumber (SSN) is Executive Order 9397. Your SSN will be used to identify you precisely when ft is necessary to

certify that you have access to the information indicated above. Although disclosure ofyour SSN is not mandatory, your
failure to do so may delay the processing of such certification.

DD FORM 1 847, JAN S3 (EG) Previous Editions Obsolete Designed using Perform Pro, WHS/DIOR, Jun H
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ADDENDUM
[To DD Form 1847-1]

Pursuant to Treasury, Postal Service, and General Government Appropriations Act of

1991; the following language shall be incorporated into and considered part of the

attached Non-Disclosure-Agreement:

"These restrictions are consistent with and do not supersede, conflict with, or otherwise

alter the employee obligations, rights, or liabilities created by Executive Order 12356,

section 721 1 of title 5, United States Code, [Governing disclosures to congress] Section

1034 of Title 10, United States Code, as amended by the Military Whistleblower

Protection Act [governing disclosure to congress by members of the military]; section

2303 [b][8] of title 5, United States Code, as amended by the Whistleblower Protection

Act [governing disclosures of illegality, waste, fraud, abuse of public health or safety

threats]; the intelligence identities protection act of 1982 [50 USC 421 et seq.] [governing

disclosures that could expose confidential government agents], and the statues which

protect against disclosure that may compromise the national security, including section

641,793,794,798 and 952 of Title 18, USC, and section 4[b]. the definitions,

requirements, obligations, rights, sanctions and liabilities crated by said Executive Order

and listed statues are incorporated into this agreement and are controlling."

Name: frW W<^ Cr %
SkfrPlSW £P^ftfefr

Signature:

Date: ^ Tft^

V

FOR OFFICIAL USE ONLY
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SENSITIVE ^OMP * RTMENTER INJ^OBMATir N07 MM^W^f^MWEm
An Agreement Between

(Name - Printed or Typed)

and the United Stated.

•

I. Intending to be legally bound, t hereby accept the obligations contained in this Agreement in consideration of my being granted acce

information or material protected within Special Access Programs, hereinafter referred to;.in the Agreement as Sensitive Compartmented Information. (SC

havebeen advised matSa involves or derives from mtelligence sources or methods and » da^ffied'OT is in process of a classification drteimination u

the staaidards ©^BxecutiVe Order 12958 or other Bxecutive Ordef or statue; i understand aid'accept mat oy being granted access to SCI, special cojzfid

and trust shall be placed in me by the United Suites Government

3. I have been advised that the unauthorized disclosure, unauthonted retention, of negligent handling ofSCr by me could cause irreparable injur

the United States or be used to advantage by a foreign nation. I hereby agree that I will never divulge anytriing marked as SCI or that I know to be SC

anyone who is not authorized to receive it without prior written aumorizafibn from the tmited States Governn16nt department or agency (hereina

Department or Agency) that authorized my access to SCI. I understand that it is my responsibility to consult with appropriate management authorities in

Department or Agency that last authorized my access to SCI, whetfjier or.not I am stilJ employed by or associated with that Department or Agency c

contractor thereof » Order to ensure that I know whether inlbrmafion or inaferiai within my knowledge or control that I have reason to believe might be S

I further understand that I am obligated by law and regulation not to disclose any classified information or material in an unauthorized fashion.

4. In consideration of being granted access to SCI and of being..assigned orretain^
SCI, I hereby agree to be submitted for security review by me-Departmeut or Agency that last authorized my access to such information or material, a

writing or otner preparation in any form, including a work offiction, that contain^ QcpUQWrts to contain any SCI or description ofactmaes^that produce

relate toSCI or thatlJbave reason to believe arederived-:fam.;S^ not- authorized to have access to SCI ortha

have prepared for public disclosure. I understand and agree that mysfeUgationjo syl^fjsuch preparations for review applies during the course ofmy aca
to SCI and thereafter, and I agree to make any required submissions, prior to discussing the preparation with, or showing it to, anyone who is not aufhoriz

to have, access to SCI. I further agree that I will not disclose the contents ofsuefe .j^aration. or showing, it to,.anvone who.k not aulfaorjze4>to^ha

access td SCI until I have received written' au&orization Departnient 6r Agendyj3iat last authorized my access to §CI that such disclosure

peitn&ted. ' > "i '

• :

"*\
-

' "
-jS "

5. I understand thai the purpose ofthe review described in paragraph^ js to give the United States a reasonable opportunity to detenrnne whemer d

preparation submitted pursuant to paragraph 4 sets forth any SCI. I fintherxunoVstan(( that the Department or. Agency to. which I hare niaoVajsuhrnissK

will act upon it, coordmatihg within the intelligence Community when appropriate, and make a response to me within a reasonable time, not to exceed 3

worfd^ckysfrom date of receipt . .

C l ,

' I have been advised that any breach of this Agreement may Tmufcin my Emulation ofmy access to SCI and removal from a position of sped*

confidence and trust requiring such access, as well as the tennination ofmy,employment or other relationships with any Department or Agency that provide

me With access to SCI. . In addition, Ihave been advised that any unaumorized disdosure of5a .by me, may constitute violations
i
of. United State* erirniaa

laws- including provisions ofSections 793, 794, 798, and 952, TimiS/^h^ed StitwCode, and of Section 783(b), Title 50, United States Code. Nothing u

this Agreement constitutes a waiver by the United States of the right to prosecute me for any statutory violation.

7.. I nrxferatand that the United States Government may seek* any remedy5

;
available to it to enforce this A^eement including, but not limited to

application for a court order Jirohi>in^,disclosure cf*mfotiratt6m in breach of-this Agreement Mave been advised thatHie action caaj be broU^t agato in<

in any of the several appropriate United States District*Courts wnere tie.1^^.^ may elect to file the action. Court costs and reasonable

attorneys fees incurred by the United States Government may be assessed against me. ifI .Ipse such action.

& . I understand that all information to which I may obtain access by.si^mg'to is now and will remain the property of the United States

Government unless and until omerwise determined by an approbate official or final ruling of a court-qflaw.. Su^ec^ ;suj$i
^

^eteniiination, I do notnow;

nor will I ever, possess any right mteaat, tftte, or claim.^ that I" snail^m^a^o^^^myhav*c^i^my
possession or for which I am responsible because of such .access, uppfc demand by an au&orized representative of the United States<jOvemment or upon, the

inclusion ofmy employment or other relationship with the United States Government entity providing me access to such materials. If I do not return such

naterials upon request, I understand that this may be a violation of Sectipn;7$3,; Title 1 8, United StatesCpde. .

9. Unless and until I am released in writing by an authorized representative of the Department or Agency that last provided me access to SCI, I

lderstand that all conditions and obligations imposed on me by this Agreerraent apply during the time I am granted access to SCI, and at all times thereafter.

10. Each provision ofMs Agreement is severable. If a court should^nd apy^royreion of this Agreement t^be unfetfo^ of

s..Agns^n^^ fo*ce arid effect .T&/Ajpfc^iaeot^no^s §CS'ii^does,not set forth such other conditions and obligations not related to

^asmaynow

4414 (EF)

(Reptactes Form 4355
which is obsolete and
vrfUfxjJ be used) FOR OFFICIAL USE ONLY
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11. I haVc rfta^toVAgirf it car - aid ray qtiestiom if arift oaWfreeri Hn $ f6 ^jM^ifl'GHKJ-ldlWaltlhe briefing officer

made available Sections 793, 7>rrf9S aW*52 of Title 1 8, United States Code, and Section 733(h) of Title 50, United States Code, and ExecutiveQ
12958, as amended, so that J may read them at this time, iff so choose.

1

p

r

12. I hereby assign to the United States Government all rights, title and interest, and all royalties, remunerations, and emoluments that have resul

will result, or may result from any disclosure,, publication, or revelation n&f cj^sfent with
1

the terms of this. Agreement

13. these nrstricWs arc coDsjsteDt with and do opt 5Upe*sede cociliil with or otherwise alter the employee obligations rights or liabilities created

i^ecotive rattier iS^Scc^pnTSil of Tfttlc 5, Wiiited-g^.jCwfc, (gov#ipg ^losiins to-C^gr«s^lj SectionJ 034. of» t$;iMW States .Code

ameMed fey ffie Military Whistleblowers Protection Act (governing disclosures to Congress fay nraibers of rkc Military); Sceto,2i<^(b){5)r of Tift

United States Code, as amended by the WhMeblower Protection Act (^Vcraing disclosure of illegality, waste, fraud, abuse, or public health or sal

threats)- the Intelligence loentities Protection Act of J952 (50 XJ.S.C. 421 &-scqj^veming disclosure that cottid expose confidential Go?*ernment ageo

aatflfis statutes whidfe
;

prqfect
t
ageat dkdosure which rnaj£ compromise national security, including Section 64 1, 783, 794, 798, and. 55&of Ttfle 1-6, Wai

S^es'^ij^ 4fb) ofthe Subversive Activities Aof of
;
W|p^P^S;'C f«3(b))* the definitions, requirements, obligations, rights; ^ctidhs s

liabilities creafed by said ^ecuti '
'

14. This Agreement shall be intcrprjetcd under and in conformance with the Jaw ofthe United States.

15. I make this Agreement without any mental reservation or purposeofevasion.

M% 1 *

i 4 *

The execution of this Agreement was witnessed by the undersized wh
coniditioiiiofacc^s&to S^itrTOGotaparbne^^

L . . • .-. . . - •

;i

,
;

^raBSS and ACCEPTANCE:
'

ted it on behalf -

PIS

United States GovenuHcfct as a prior

SECURITY BRIEFING / DEBRIEFING ACKNOWLEDGMENT
..-iS"-- : -

-P

*
•

*

V " -

^p^aFAccess Programs by initiate Drily)

• - - • ,

'

io^mtndiv
'

• " ^ §SN (Sec t$fe»
1

t

. . P«r^x>f;Ti^pecf Narn^ Organization
4

* * a . * •

BRIEF DATB-

S^dal Accoss Prograrn (&):

acknowledge tfiat I vras brksfod on the aboveSO

1

J

-. >-•

\-<

A I

DEBRIEF . QAT£:

.Having been «nirKted ofm*^wm oblig^idn to

m f. f ceonripiy Awitfi ttie terrnsf Uile. AgFeement, (--heije^yr

acjtnowfed^e'-'ttot 1 clj^risfed on th0.abo\ffi>S.Cl >

Specfa! Access Prograrn(s):

_

Signature ofindMilust pebli&f$d

arrive date was to aooortJ^oc^iitUi • i-

.

5>bfN (bee Nonce uetuw}

SSO 10
th MTN DIV, FT Dram, NY

i
r

, i ' -
*

Printed or Typed Name GrganizatJoo (Nama and.Ad^ness),

anon Is solicited , ar+d. whatuses will' bo made of the Ifl^srMaBort Yrju arfr herebyadVi^C
NQTipE: Tfoe Pqvacy Act, .5 U.SXX 5^2a, ceqaires- tfgafr federal
disclosure Js mandatory or voluntary, ,t?y what autnoriry ,s^c^ Infixation
that authority for sofidung your Soa'aJ Security Account Number (SSNjJs Executive Order 9397. Your 5SN will be used to identify you precisely when rf h

necessary to 1) certify that you have access to the information indicated above, 2) determine that your access to the information has terminated, or 3) certif)

that you have witnessed a briefing or debriefing. A/though disclosure of your SSN is hot mandatory, your failure to do so may impede such certifcations.

oeterrrnnatoos. -

'
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0028- I 0-Wi) ??i-ini
CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN
(Name of Individual - Printed or typev)

AND THE UNITED STATES

1. Intending to be legally bound, I hereby accept the obligations contained in this Agreement in consideration of my being

granted access to classified information. As used in this Agreement, classified information is marked or unmarked classified

information, Including oral communications, that is classified under the standards of Executive Order 12958, or under any

other Executive order or statute that prohibits the unauthorized disclosure of information in the interest of national security;

and unclassified information that meets the standards for classification and is in the process of a classification determination

as provided in Sections 1.2, 1.3, and 14(e) of Executive Order 12958, or under any other Executive order or statute that

requires protection for such information in the interest of national security. I understand and accept that by being granted

access to classified information, special confidence and trust shall be placed in me by the United States Government.

2. I hereby acknowledge that I have received a security indoctrination concerning the nature and protection of classified

information, including the procedures to be followed In ascertaining whether other persons to whom I contemplate disclosing

this information have been approved for access to it, and that I understand these procedures.

3. I have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified

Information by me could cause damage or irreparable injury to the United States or could be used to advantage by a foreign

nation. I hereby agree that I will never divulge classified information to anyone unless: (a) i have officially verified thatthe

recipient has been properly authorized by the United States Government to receive it; or (b) I have been given prior written

notice of authorization from the United States Government Department or Agency (hereinafter Department or Agency)

responsible for the classification of the information or last granting me a security clearance that such disclosure is permitted, i

understand that if I am uncertain about the classification status of information, I am required to confirm from an authorized

official that the information is unclassified before I may disclose it, except to a person as provided in (a) or (b), above. I

further understand that I am obligated to comply with laws and regulations that prohibit the unauthorized disclosure of

classified information.

4. I have been advised that any breach of this Agreement may result in the termination of any security clearances I hold;

removal from any position of special confidence and trust requiring such clearances; or the termination of my employment or

other relationships with the Departments or Agencies that granted my security clearance or clearances: in addition, 1 have

been advised that any unauthorized disclosure of classified information by me may constitute a violation, or violations, of

United States criminal laws, including the provisions of Sections 641, 793, 794, 798, *952 and 1924, Title 18, United

States Code, * the provisions of Section 783(b), Title 50, United States Code, and the provisions of the Intelligence Identities

Protection Act of 1982. I recognize that nothing in this Agreement constitutes a waiver by the United States of the right to

prosecute me for any statutory violation.

5. I hereby assign to the United States Government all royalties, remunerations, and emoluments that have resulted, will

result or may result from any disclosure, publication, or revelation of classified information not consistent with the terms of

this Agreement.

6. J understand that the United States Government may seek any remedy available to it to enforce this Agreement including,

but not limited to, application for a court order prohibiting disclosure of information in breach of this Agreement.

7. I understand that all classified information to which I have access or may obtain access by signing this Agreement is now
and will remain the property of, or under the control of the United States Government unless and until otherwise determined

by an authorized official or final ruling of a court of law. 1 agree that I shall return all classified materials which have, or may
come into my possession or for which I am- responsible because of such access: (a) upon demand by an authorized

representative of the United States Government; (b) upon the conclusion of my employment or other relationship with the

Department or Agency that last granted me a security clearance or that provided me access to classified Information; or (c)

upon the conclusion of my employment or other relationship that requires access to classified information. If I do not return

such materials upon request, I understand that this may be a violation of Section 793 and/or 1924, Title 18, United States

Code, a United States criminal law.

8. Unless and until I am released in writing by an authorized representative of the United States Government, I understand

that all conditions and obligations imposed upon me by this Agreement apply during the time I am granted access to classified

information, and at ail times thereafter.

9. Each provision of this Agreement is severable. If a court should find any provision of this Agreement to be unenforceable,

all other provisions of this Agreement shall remain in full force and effect.

• ( Continue on reverse. ) _______
NSN 7540-01-280-5499
Previous edition not usable.
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U028-1 0-n ??l-ln}l7
10, Threse restrictions are consistent with^STftf do not supersede, conflict with or otherwise sft^^FuT employee obligations;

rights or. liabilities created by Executive Order 12355; Section 7211 of Title 5, United States Code (governing disclosures to

Congress), Section 1034 of Title 10, United States Code, as amended by the Military Whistleblower Protection Act (goverrhg

disclosure to Congress by members of the military); Section 2302(b)(8) of Title 5, United States Code, as amended by the

Whfstlabiower Protection Act (governing disclosures of illegality, waste, fraud, abuse or public health orsafety threats); the

Intelligence Identities Protection Act of 1982 {50 U.S.C. 421 et seq.) (governing disclosures that could expose confidential

Government agents), and the statutes which protect against disclosure that may compromise the national security, including

Sections 641, 793, 794, 798, 952 and 1924 of Title 18, United States Code, and Section 4{b) of the Subversive Activities

Act of 1950 (50 U.S,C. Section 783(b)). The definitions, requirements, obligations, rights, sanctions and liabilities created by

said Executive Order and listed statutes are incorporated into this Agreement and are controlling.

11. I have read this Agreement carefully and my questions, if any, have been answered. I acknowledge that the briefing

officer has made available to me the Executive Order end statutes referenced in this Agreement and its implementing

regulation (32 CFR Section 2003.20) so that I may read them at this time, if f so choose,

DATE SOCIAL SECURITY NUM3ER

ORGANIZATION (IP CONTRACTOR, LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE NUMBER)
(Type or Print)

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED BY
THE UNDERSIGNED.

THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
BEHALF OF THE UNITED STATES GOVERNMENT.

SIGNATURE DATE SIGNATURE DATE

NAME ANJlAODRfeSS^Type Or print) NAME AND ADDRESS {Type or print)

Balonek, Kyle J

10 100 N. Rivu Ridge Loop 10100 R Kiva Ridge Loop

FT. Drum, NY 13601

'

i
*

l

r

FT. Drain, NY 13601

-

SECURITY DEBRIEFING ACKNOWLEDGMENT
1 reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified

information have bean made available to me; that I have returned all classified information In my custody; that I will not communicate or

transmit classified inform atfon to.any unauthorized person or organization; that I will promptly report to the Federal Bureau of Investigation any

attempt by an unauthorized person to solicit classified information, and that I (have)' (have not) (strike out Inappropriate word or words)

received a security debriefing.

SIGNATURE OF EMPLOYEE DATE

NAME OF WITNESS (Type or print) SIGNATURE OF WITNESS

NOTICE: The Privacy Act. 5 U.S.C. 552a, requires that federal agencies inform individuals, at the time information is solicited from them, whether the

disclosure is mandatory or voluntary, by what authority such information Is solicited, and what uses will be made of the information. You are hereby

advised that authority for soliciting your Social Security Account Number (SSN) is Executive Order 9397. Your SSW wlfl be used to identify you
predsely when ft Is necessary to 1) certify that you have access to the information Indicated above or 2) determine that your access to the
information indicated has terminated. Although disclosure of your SSN is not mandatory, your failure to do so may Impede the processing of

such certifications or determinations, or possibly result In the denial of your belrg granted access to classified information, ' *
.

NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SI GNING THIS AGREEMENT.

STANDARD FORM 312 BACK (REV. 1-00)

APDPEvl.OO
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AFDR-BBA-IN 22 January 2009

MEMORANDUM TO Division Provost Marshal

SUBJECT: Request for Local Provost Marshal Records Check

1 Reference; AR380-67, Personnel Security Program, 9 Sep 88

2. In accordance with AR38Q-67, the individual listed below requires a local law enforcement

records check. This check is to determine if the individual has a record of any derogatory

information, This information will become a part of the individual's application for a personnel

security clearance.

3, Request your office conduct this check and indicate below if there is a record of any

derogatory information.

4. Individual Information:

NAME: Bradley E. Manning
RANK: PFC
UNIT: HHC 2BCT
SSN: tiSEESS^^M

2BCT Personal Security Manager
315-772-7346

FOR PROVOST MARSHAL USE ONLY

TO WHOM IT MAY CONCERN

1. The above named individual does /fabes^no/ (circle one) have derogatory information,

2. The fist of positive results is listed here

NAME OFFENSE DATE MPR-NO

PMO APPROVING AUTHORITY
v Joseph£ margrev

FOR OFFICIAL USE ONLY
Law Enfoxa.n&nt S9n*Kva



v b rerson summary

Person Summary

(b) 7) C)

N/A

PSQ Sent

Non-SCI Access History

0028-10-CID221-10117

MANNING, BRADLEY EDWARD
Person Category Active Duty - Enlisted (USA) i?

SSN:
Open Investigation: N/A

PSQ Sent Date: N/A

Attestation Date: N/A

Incident Report: N/A

SF 713 Fin Consent Date: N/A

SF 714 Fin Disclosure

Date:

Polygraph: N/A

Foreign Relation;
1

'

Mother
'

United Kingdom

Date of Birth: 1987 12 17

Marital Status: N/A

Place of Birth: Oklahoma

Citizenship: U.S. Citizen

NdA Signed:Yes

NdS Signed: No

Request to Researc h/U pgrade
Eligibility

NdA History

Accesses

Category US Access PSP
Suitability and
Trustworthiness

Available Actions

Active Duty *

Enlisted (USA)
Top Secret No rt3

Public Trust: N/A

Child Care: N/A

Indoctrinate Non-
SCI

Debrief Non-SCI

Person Category Information

O CT

Category Classification: N/A

Organization: WBDAAA, 0010 IN HHC 02 HHC 3DE LID, , FT DRUM, NY, 13602

Organization Status: N/A

Occupation Code: N/A Separation Date: N/A

SCI SMO:N/A
Non-SCI SMO:2ND BCT, SID, Level 6

r [©HIIQ^^^^^^H §H s army.mil

Servicing SMO: Yes

Office Symbol: N/A Grade: E3
Position Code: N/A PS: N/A

Arrival Date: N/A RNLTD: N/A
Office Phone Comm.- N/A Office Phone DSN: N/A

Separation Status: N/A TAFMSD:2007 09 26
Interim: N/A Proj. Departure Date: N/A

Proj. UIC/RUCfPASCODE:N/A
Report Incident In/Qut Process

Remarks
Suspense Data

Investigation Summary Investigation History

FOR OFFICIAL USE ONLY
L aw Enfo.-cameni ijensfo'va
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JCAVS .Person Summary rage zmz

0028-10-CID221-10117

SSB1 from OPM, Opened: 2007 10 10 Closed 2008 01 15

ENAC from OPM, Opened: 2007 09 26 Closed 2007 10 02

Adjudication Summary Adjudication History

PS! Adjudication of SSBi OPM, Opened 2007 10 10, Closed 2008 01 15, determined

Eligibility of SCI - DCID 6/4 on 2008 10 06 ArmyCCF
Interim SCI Adjudication of ENAC OPM, Opened 2007 09 26, Closed 2007 10 02,

determined Eligibility of Interim SCI on 2007 10 17 ArmyCCF

External Interfaces

Perform SH Search DCIi

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this

system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579,

DoDD 5400.11, DoDR 5400. 11 -R and the applicable service directives.

https://jpasapp.dsis.dod.mil/JPAS/JCAVSSelectAPersonServlet 1/22/2009



DEPARTMENT OF THE ARfc^ 0028-1 0-CID22M0117
HEADQUARTERS, 2D INFANTRY BRIGADE COMBAT TEAM

10TH MOUNTAIN DIVISION (LIGHT INFANTRY)

FORT DRUM, NEW YORK 136D2

AFZS-LF-I 22 January 2009

MEMORANDUM FOR SSO, 10th MTN Division

SUBJECT: Nomination for SCI Access

1 The following Individual requires access to SCI material:

NAME AND RANK:
SSN

S
DOB r POB:

POSITION:
ORGANIZATION:
EMAIL Address

Manning, Bradley E.

[0TttTM^H 17 December 1987, San Diego, CA
j^T^iniefflgence Analyst

HHC, 2BCT 10th Mountain Division

bradley,manning@us.army,mil

2. Justification. PFC Manning is an Intelligence Analyst assigned to the S2 section

2BCT, 10th Mountain Division (LI). He requires a TS Clearance with access to SCI

(SlflK/G/HCS).

3, PFC Manning's requirement for TS/SCI is validated by the unit Security Manager
and certified there are no known reasons why this individual should be denied access to

SCI. Additionally, should any such information be discovered, it will be reported to the

10th MTN Division SSO immediately.

4. The point of contact for this memorandum is the undersigned at (b) (7)(C)

(b) (7)(C)

2L\ , Ml

Brigade Security Manager

FOR OFFICIAL USE ONLY
Law Enforcemnnt Sensitive



. { 0028-10-CID221-10117
NSA Classification Review 000004

'

UwCL/KStnEb//FV«amcwt-USE ONLY

INDOCTRINATION FOR SENSITIVE SERIES COMINT

1. (G) Certain communications intelligence, due to its unique or highly sensitive

nature, is Published in GAMMA series reports and requires more restrictive handling

than normal TOP SECRET Codewoixl Product.

CnJiFoao)
.

2. (€) In accordance with the community-wide criteria set forth in the Signals

Intelligence Security Regulations (SISR), COMINT is placed in the GAMMA Series by

the Director, NSA based on one or more of the following factors

;

a. Collection methods, when the dissemination of the information could reveai an

unusually sensitive method or location.

b. Analytic techniques, when* the dissemination of the information could reveal an

unusually sophisticated SIGINT technique.

c. Security provisos, when a providing Agency (other than NSA) determines that

restricted protection is necessary to protect a sensitive means of collection or when

the existence or contents of the report could reveal the means of collection.

d. Sensitive substantive content

c. A sensitive target

3. (U/TOUO) Access to GAMMA COMINT requires special
1

clearance.

4. (G) If used in any manner in other publication, memos, cables or briefings,

GAMMA information must.be identiScd by the caveat "GAMMA Controlled Item" and

access to such maXeriais may only be afforded to persons having the GAMMA
clearance. GAMMA material is never used in normal COMINT series reports outside *hc

GAMMA Control System.

5. (G) GAMMA sensitive series COMINT produced by U.S. or second party

cryptologic activities is easily recognized by the useof the appropriate GAMMA control

caveat Additionally, these items are identified in -the COMINT serial.

EXAMPLE: G/Ot/XXXX-9*

J have read and understand this memo

Signature? ^
Print: V\&m*5&(>, CftftDLf^

CONriPENTIM//COMIM7;Qa

LiV£LASS/F/Ed/!F0X OFFICIAL OhjLV

FOR OFFICIAL USE ONLY



JCAVS Person Summary

B Person Summary

Page 1 of 1

MANNING, BRADLEY EDWARD
Person Category Active Duty - Enlisted (USA)

SSN: (b) (7)(C;

Eligibility:^
- DCID6/4

>
2008 10 °6 -

DoD

Investigation: SSBI, 2008 01 15, OPM

Date of Birth: 1987 12 17

Place of Birth: Oklahoma

Accesses

Category US Access
Suitability and
Trustworthiness

SCI

Active Duty - Enlisted

(USA)
Top Secret IT: 3

Public Trust: N/A

Child Care: N/A

SI

TK

G

HCS

Access Number: N/A
|

Person Category Information

Category Classification: N/A

Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LfD, , FT DRUM, NY, 13602

Organization Status: N/A

Grade: E4 Interim: N/A

External Interfaces

Perform SJL$9?rph

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this

system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579,
DoDD 5400.11

r
DoDR 5400.1 1-R and the applicable service directives.

https://jpasapp.dsis.dod.mil/JPAS/JCAVSSdectAPersonServIet 5/26/2010



JCAVS Person Summary Page 1 of 1

@ Person Summary

MANNING, BRADLEY EDWARD
Person Category Active Duty - Enlisted (USA)

SSN;

cn .. !r4, SCI - DCID 6/4, 2008 10 06, DoD
Eligibility:

Investigation: SSBI, 2008 01 15, OPM

Date of Birth; 1987 12 17

Place of Birth: Oklahoma

Accesses

Category US Access
Suitability and
Trustworthiness

SCI

Active Duty - Enlisted

(USA)
Top Secret IT: 3

Public Trust: N/A

Child Care: N/A

Yes

Person Category Information

Category Classification: N/A

Organization: WBDAAA, 0010

Organization Status: N/A

Grade: E4

HHC 02 HHC BDE LID,
,
FT DRUM, NY

f
13602

Interim: N/A

External Interfaces

Perform Sll Search

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this

system. Disclosure of information is governed by Title 5, United States Code, Section 652a Public Law 93-679,

DoDD 5400,11, DoDR 5400. 1 1-R and the applicable service directives.

https://jpasapp.dsis.dod.mil/JPAS/JCAVSSdectAPersonScrvlet 5/26/2010


